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3GPP™ Work Item Description

For guidance, see 3GPP Working Procedures, article 39; and 3GPP TR 21.900.
Comprehensive instructions can be found at http://www.3gpp.org/Work-Items
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1
Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	
	X
	

	No
	
	
	X
	
	

	Don't know
	X
	
	
	
	


2
Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	610140
	Stage 2 for Network-provided Location information for IMS Trusted WLAN Access Network (TWAN) case
	Rel-12 NETLOC_TWAN-SA2 WID (SA2)

	690008
	Support of Emergency services over WLAN – phase 1
	Rel-13 SEW1 WID (SA2)

	720019
	Phase 2 of the Support of Emergency services over WLAN
	Rel-14 SEW2 WID (SA2)

	760021
	Stage 2 of VoWLAN
	Rel-15 VoWLAN WID (SA2)


3
Justification

In Rel-12, the TWAN location definition was extended by NETLOC_TWAN, for the purpose of availability to IMS sessions, for UE accessing EPC under trusted WLAN.  
In Rel-13, the untrusted WLAN location was introduced by SEW1 for the support of Emergency session over untrusted WLAN access to EPC (for UEs having valid credentials to access EPC over WLAN, and are authorized to connect to EPC over WLAN in the location where they initiate an emergency session). This untrusted WLAN location is applicable to any PDN connection, not only for emergency.
In Rel-14, emergency services over WLAN was enhanced by SEW2 feature to support:
-
unauthenticated UE's, with or without USIM;
-
trusted WLAN (S2a);

-
Roaming cases;
-
Support of session continuity of emergency sessions at inter-access mobility.
Although some charging aspects of EPC connectivity for UE served under trusted and untrusted WLAN are specified, they need to be completed, especially for considering unauthenticated UE's, and the User Location.
In Rel-15, the support of differentiated QoS for Voice services over WLAN have been introduced for both untrusted and trusted WLAN, complementing the S2b and S2a Qos-differentiated bearers already specified prior to Rel-15. 
4
Objective

The objective of this work item is to extend the charging aspects of EPC connectivity for UE served under trusted and untrusted WLAN, based on in SA2 stage 2 TS 23.402 and TS 23.167 specifications, for considering:
-
unauthenticated UEs (in emergency cases);

-
complete location information for trusted and untrusted WLAN;

-
new triggers on WLAN location changes;
-
possible complementary aspects of differentiated QoS for trusted and untrusted WLAN.
This work item will also enhance the description of Access Network information in IMS charging to explicitly indicate trusted and untrusted WLAN location.
5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	Series
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	
	
	
	
	
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	32.251
	Consider unauthenticated UEs , location information extensions in TWAG and ePDG CDRs and new triggers 
	TSG SA#80 (June 2018)
	

	32.260
	Indicate trusted and untrusted WLAN location in Access Network information.
	TSG SA#80 (June 2018)
	

	32.299
	Update corresponding AVPs 
	TSG SA#80 (June 2018)
	

	32.298
	Update TWAG and ePDG CDRs ASN.1 and triggers description
	TSG SA#80 (June 2018)
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Work item Rapporteur(s)

Gardella, Maryse, Nokia, maryse.gardella@nokia.com
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Work item leadership

SA5  
8
Aspects that involve other WGs
None 
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Supporting Individual Members
	Supporting IM name

	Nokia

	Intel

	Deutsche Telekom

	China Mobile

	Openet

	Amdocs

	KPN


